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Szkolenie autoryzowane

Segura - Administrator rozwiązania klasy PAM

Strona szkolenia   |   Terminy szkolenia   |   Rejestracja na szkolenie   |   Promocje

Opis szkolenia

Szkolenie techniczne w zakresie rozwiązania, które umożliwia zarządzanie i
kontrolę nad działaniami użytkowników z dostępem uprzywilejowanym (Admin /
SuperAdmin / Outsourcing IT).

Korzyści

Idealna pozycja dla osób, które zakupiły rozwiązanie Segura lub pragną poznać w jaki sposób
administrować rozwiązaniem klasy PAM.

kompleksowa wiedza w obszarze rozwiązania klasy PAM,
znajomość zarządzania dostępem do własnych systemów, które wymagają szczególnego
nadzoru.

Wymagania

podstawowa znajomość konfiguracji sieci komputerowych,
podstawowa znajomość zagadnień związanych z TCP/IP.
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Harmonogram szkolenia
Privilege Access Management1.
Wdrożenie maszyny wirtualnej i jej konfiguracja2.
Zarządzanie użytkownikami lokalnymi3.
Urządzenia docelowe4.
Poświadczenia na systemach docelowych5.
Zarządzanie dostępem i uprawnieniami6.
Integracja z Active Directory7.
Konfiguracja sesji webowych8.
Konfiguracja Remote apps9.
Audyt poleceń10.
Zarządzanie i monitoring sesji zdalnych11.
Dostęp z wykorzystaniem kluczy SSH12.
Zarządzenie dostępem just-in-time i exceptional access13.
Rotacja haseł dla zapisanych poświadczeń14.
Konfiguracja backupu i master key15.
Aktualizacja Systemu PAM16.
Omówienie pozostałych modułów17.
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